
Despite the country’s highly repressive regime, 

ONI found no evidence of Web site filtration  

in Zimbabwe. Limited Internet access and  

e-mail–focused usage have centered the  

country’s efforts to control the Internet on regu-

lating email.

Background
Zimbabwe’s government is tightly controlled 
by President Robert Mugabe and the ruling 
Zimbabwe African National Union-Patriotic Front 
(ZANU-PF). They have dominated the political 
landscape since the country’s independence 
from Great Britain in 1980 and have manipulated 
political structures to ensure that they stay in 
control.1 The ZANU-PF–controlled government 
is known for its brutal repression and continuing 
violations of human rights. The best example 
of this is 2005’s “Operation Murambatsvina,” 
or “Operation Tsunami,” as it is called locally.2 
Officially described as an effort to eliminate ille-
gal housing and commerce, the “mass evictions 
and demolitions” were,3 as reported by the U.N., 
“carried out in an indiscriminant and unjustified 
manner, with indifference to human suffering, 

and, in repeated cases, with disregard to sev-
eral provisions of national and international legal 
frameworks.”4 Though the actual motivations are 
unknown, one theory is that the operation was 
meant to be retribution toward regions in which 
voters for opposition parties lived.5 Free assem-
bly is dramatically curtailed as the government 
often violently breaks up peaceful protests under 
the Public Order and Security Act.6 There have 
been allegations of police abuse and the torture 
of detainees.7 A severe press law passed in 2002 
allows the Media and Information Commission 
to crack down on dissent within the media by 
controlling the licensing of journalists.8 And, 
finally, the government jams a number of radio 
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stations critical of the government, such as Voice 
of America, Voice of the People, and SW Radio 
Africa.9

Internet in Zimbabwe
The number of Internet users in 2005 was report-
edly 1,000,000, or approximately 8 percent of 
Zimbabwe’s population.10 The number of Internet 
service providers (ISPs) has risen from six in 
2003 to twenty-seven in 2004, due to growing 
demand.11 The Business Mirror in 2005 per-
formed a survey showing that Harare has over 
thirty Internet cafés, up from about twenty, two 
years prior.12 The Internet is a less expensive 
means of communication than the telephone 
service in Zimbabwe, fueling its growth. In 2004, 
electronic messaging cost between ZIM $200 
(USD0.04 by 2004 exchange rate) and ZIM $250 
(USD0.05 by 2004 exchange rate) per minute, 
while international telephone calls cost between 
ZIM $3,800 (USD0.72 by 2004 exchange rate) 
and ZIM $5,800 (USD1.10 by 2004 exchange 
rate) per minute.13 However, because of lim-
ited awareness of its capabilities, Internet use is 
mostly limited to e-mail.14 The low level of Internet 
penetration overall is likely the result of the 
increasingly rapid decline of the economy and 

quality of life in the country over the past seven 
years. In January 2007, inflation rates reached 
a staggering 1,593.6 percent.15 The govern-
ment is bankrupt, eight in ten Zimbabweans 
are destitute, and workers in Harare see their 
bus fares to and from work take up their entire 
salaries.16 In such an environment, demand for 
luxury goods such as computers and Internet 
use is low. In September 2006, a large majority 
of the Internet went offline when the international 
satellite communications provider, Intelsat, cut 
service to the country, following the failure of 
government-owned telecommunications com-
pany, TelOne, to pay its debts to the company. 
Service was restored after the reserve bank paid 
the outstanding debt.17

Legal and regulatory frameworks
Zimbabwe’s government mainly focuses its regu-
lation of Internet use on e-mail.18 The Post and 
Telecommunications Act of 2000 allows the gov-
ernment to monitor e-mail usage and requires 
ISPs to supply information to government officials 
when requested.19 The Supreme Court, however, 
ruled in 2004 that the sections of the law that per-
mit monitoring violated the constitution.20

 KEY INDICATORS

  worst best

GDP per capita, PPP (constant 2000 international $) ........ 1,832 3.57

Life expectancy at birth (years) ............................................. 37 0.33

Literacy rate (% of people age 15+) ..................................... 90 6.00

Human development index (out of 177) ............................... 151 2.51

Rule of law (out of 208) ...................................................... 199 2.07

Voice and accountability (out of 208) .................................. 194 1.69

Digital opportunity index (out of 180) .................................. 149 2.80

Internet users (% of population) ........................................... 8.4 3.85

Source (by indicator): World Bank 2005, 2006a, 2006b; UNDP 2006; World Bank 2006c, 2006c; ITU 2006, 2005
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The government struck back with an initia-
tive in 2004 that requires ISPs to renew contracts 
with TelOne, the government-owned telecommu-
nications company, with the stipulation that they 
report any e-mail with “offensive or dangerous” 
content.21 In essence, this requires ISPs to do 
what the Supreme Court has ruled is uncon-
stitutional. As of yet, no ISPs have signed new 
agreements.22

The government responded again with the 
Interception of Communications Bill of 2006. 
Under its provisions, the government would 
establish a telecommunications agency called the 
Monitoring and Interception of Communications 
Center to monitor, among other things, all tele-
communications.23 The government withdrew 
the bill in November 2006 over constitution-
ality objections from the Parliamentary Legal 
Committee and plans to revise it.24 Even without 
explicit powers, the authorities appear to be pur-
suing a crackdown on e-mail dissent unabated. 
In 2005, for example, authorities arrested forty 
people in a raid on a local Internet café because 
an e-mail insulting President Robert Mugabe 
allegedly was sent from the location.25

ONI testing results
ONI testing of two Zimbabwean ISPs, Econet 
and YoAfrica, revealed no evidence of a filtra-
tion regime in the country. Though the ZANU-PF 
regime is very repressive, this is not an unexpect-
ed finding. Internet use in Zimbabwe is extremely 
low and, as mentioned earlier, is generally limited 
to e-mail rather than Web browsing. As a result, 
Zimbabwe’s main efforts toward control of the 
Internet are e-mail focused. A large-scale Internet 
filtration system in all likelihood does not hold 
much value to the Zimbabwean government rela-
tive to the price of its implementation.

Conclusion
Zimbabwe is a highly repressive country with a 
failing economy and a poverty-stricken popula-
tion. Internet penetration is extremely low and the 

Internet is mainly used for e-mail. As a result, the 
government restricts its efforts toward Internet 
control to e-mail monitoring and censorship. 
Though its legal authority to pursue such mea-
sures is contested, the government appears to 
be following through on its wishes to crack down 
on dissent via e-mail. If Internet usage were to 
rapidly expand and increasingly spill over to 
Web browsing, it is likely, given its history, that 
Zimbabwe would move to Web site filtration. 
Given the state of the country, however, this does 
not appear imminent.
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